Unclassified Cyber Security

Description of Issue

In July 2005, the Deputy Secretary established a Cyber Security Improvement Initiative.  The goal of the initiative was to identify improvements that could be made in management, operational and technical cyber security controls within the Department.  The first phase of the initiative resulted in the identification of a number of improvements that could be made to cyber security across the agency.  The second phase involved conducting Site Assistance Visits (SAVs) to evaluate implementation of cyber security policies and standards, and test the effectiveness of security controls.  SAVs have been conducted at several sites, with planned expansion to other DOE operations. 

Actions Taken & Remaining

The Cyber Security Project Team (CSPT), under the direction of the Office of Health, Safety and Security (HSS), and including representatives from the CIO, NNSA and Office of Energy, Science and Environment (ESE), was charged with reviewing systemic problems in the area of cyber security and developing an initial plan of action to improve cyber security across the DOE complex.  Following the release of the DOE Cyber Security Project Team Summary Report and Plan of Action in November 2005, and management initiatives taken by the incoming CIO, the Secretary and Deputy Secretary of Energy, the Department embarked on an intensive effort to aggressively address systemic weaknesses in the implementation of cyber security.  As part of this effort, the CIO coordinated with the Department’s Senior Management to develop a plan to revitalize cyber security across the agency.  This plan was formally approved by the Deputy Secretary on March 6, 2006.  The plan incorporates the recommendations outlined in the CSPT report, establishes a new governance structure that emphasizes implementation and accountability at the Under Secretary level and contains tactical and strategic elements for mitigating systemic weaknesses identified by internal and external oversight organizations.

NNSA initiated a reprogramming of FY 2006 funds to address some of the more immediate cyber security issues.  Implementation plans for NNSA’s enhanced cyber security directives have been developed by NNSA field organizations and are being put into place.

Expected Completion

Long-term corrective action is expected due to the evolving nature of security threats.

